 
Услуга «Контроль интернета» от МТС

"Контроль интернета" - это группа услуг, направленная на обеспечение безопасного доступа и пользования сетью интернет для детей.
1. Ограничение доступа в интернет
Для того, чтобы ограничить доступ ребенка к определенным сайтам, необходимо выбрать один из профилей доступа в интернет:
[bookmark: _GoBack]• До 7 лет. Строгий режим фильтрации, который предоставляет доступ только к детским ресурсам. Работает принудительное включение функции безопасного поиска. Если вы хотите открыть доступ к какому-то заблокированному ресурсу, то можно добавить его в "белый" список. Добавление сайта в "черный" список закроет доступ к нему независимо от настроек профиля.
• 7-12 лет. Строгий режим фильтрации, который блокирует доступ к сайтам из опасных и нежелательных для детей категорий. Если сайт неизвестен системе, то доступ к нему тоже блокируется. Работает принудительное включение функции безопасного поиска. Если вы хотите открыть доступ к какому-то заблокированному ресурсу, то можно добавить его в "белый" список. Добавление сайта в "черный" список закроет доступ к нему независимо от настроек профиля.
• Старше 12 лет. Средний уровень фильтрации, который блокирует доступ к сайтам из опасных и нежелательных категорий. Работает принудительное включение функции безопасного поиска. Если вы хотите открыть доступ к какому-то заблокированному ресурсу, то можно добавить его в "белый" список. Добавление сайта в "черный" список закроет доступ к нему независимо от настроек профиля.
• Взрослый. Облегченный режим фильтрации, который блокирует доступ к опасным ресурсам. Если вы хотите открыть доступ к какому-то заблокированному ресурсу, то можно добавить его в "белый" список. Добавление сайта в "черный" список закроет доступ к нему независимо от настроек профиля.
• Личный. Произвольный набор категорий для блокировки с возможностью включения режима "безопасного/семейного" поиска в поисковых системах Яндекс, Google, Bing, а также при поиске видео в Youtube. Если вы хотите открыть доступ к какому-то ресурсу из блокируемой категории, то можно добавить его в "белый" список. Добавление сайта в "черный" список закроет доступ к нему независимо от настроек профиля.

После подключения услуги «контроль интернета. Ребенок» по умолчанию активируется профиль «7-12 лет».
Помимо выбора профиля, Вы можете дополнительно запретить или разрешить доступ к любому сайту, внеся его в «черный» или «белый» список.
Услуга "Контроль интернета. Ребенок" осуществляет фильтрацию мобильного трафика абонента (http, https). Услуга не осуществляет фильтрацию трафика мобильных приложений (ни iOS ни Android).

2. Безопасный поиск
Автоматически фильтрует результаты поисковых запросов, удаляя из них информацию, не предназначенную для детей. Режим «безопасного поиска» является принудительно активированным в ряде профилей. Если в настройки выбранного профиля не включена автоматическая активация режима «безопасного поиска», ее всегда можно активировать самостоятельно «одной кнопкой» на странице выбора профиля.

3. Доступ в интернет «по расписанию»
Можно выбрать дни и часы, в которые доступ к интернет будет полностью запрещен или разрешен.
При выборе режима «Доступ в интернет разрешен»: доступ в интернет будет открыт в соответствии с настройками профиля, иными словами, ребёнок сможет попасть только на сайт, относящийся к разрешенной для посещения категории.
При выборе режима «Доступ в интернет запрещен» доступ в интернет будет ограничен в отношении всех сайтов, даже относящихся к категориям, разрешенным для посещения настройками профиля и сайтам, внесенным в «белый» список.

4. Ограничения на загрузку файлов
Можно выбрать, файлы какого типа Вашему ребенку можно либо нельзя загружать. Типы файлов сгруппированы в четыре категории: изображения, аудио – файлы, видео – файлы, документы (форматы doc, xls, pdf, ...).

5. Статистика посещения сайтов
При просмотре сводной статистики доступна следующая информация:
•всего сайтов;
•всего просмотров;
•всего заблокированных сайтов;
•всего блокировок;
•круговая диаграмма по категориям посещённых сайтов (ТОП-5 категорий выводятся отдельно, остальные группируются в «Другие категории»);
•ТОП посещенных сайтов (выводятся заголовок сайта, URL, категория сайта, число просмотров данного сайта);
•ТОП заблокированных сайтов (выводятся заголовок сайта, URL, категория сайта, число просмотров данного сайта).

В детальной статистике посещений будет выводиться журнал посещения, в котором в хронологическом порядке будет представлена вся история посещения ребенком сайтов за выбранный период времени (день/неделя/месяц).
По выбору абонента, статистику можно просматривать в Личном кабинете, получать на e-mail* или в SMS**.

После указания e-mail, на который необходимо присылать отчеты, можно выбрать следующие параметры:
•Частоту получения отчета (раз в сутки, неделю или месяц);
•Формат получаемого отчета (pdf, xls);
•Перечень данных, которые нужно отправлять в отчете (общее количество посещенных и/или заблокированных сайтов, ТОП посещенных и/или заблокированных сайтов)

При выборе опции получения отчетов по SMS, на указанный номер телефона будет приходить краткий отчет, содержащий количество посещенных и заблокированных сайтов.

Функционал отчетов доступен для случаев, когда:
•и установка ограничений, и пользование интернетом осуществляется с номера ребенка;
•установка ограничений осуществляется с номера родителя, пользование интернетом осуществляется с номера ребенка, между родителем и ребенком установлена расширенная связка.

В случае, если между номерами родителя и ребенка установлена связка базового уровня, ни ребенку, ни родителю не будет доступен просмотр статистики по действиям ребенка.

Стоимость:
Контроль интернета. Ребенок – от 3 руб./сутки (в зависимости от тарифа)
Контроль интернета. Родитель – 0 руб./сутки
В момент установки связки между номерами родителя и ребенка оплата переносится с номера ребенка на номер родителя

[image: ]

[image: ]

image1.png
Kak Ha4aTb nonbsoBaTbca? ~

1. ABsTOpuayiitecb Ha caiite MTC.
2. MopkniouuTe Ha cBoit HOMep ycnyry «KOHTponb MHTEpHETa.

3. [obasbTe HoMep TenedoHa peGerka 1 OTNPaBbTE 3aNpoC Ha CO3AaHUe CBA3KM MEXAY BaluuMu
HOMepamu.

4. HacTpoiiTe napameTpbl 4OCTYNa B UHTEPHET ANs ycTpoiicTea pebeHka.

Kak HacTpowuTb ycnyry? ~

ABOHeHTaM [OCTYMHbI NPefycTaHoBNEHHbIE NPOGUIM ANS Pa3HbIX BO3PACTHbIX KaTEropuii, a Takxe
npefycMoTpeHa BO3MOXHOCTb HAaCTPOUTL NapaMeTpbl YCNYrv CaMOCTOATENbHO:

1. OrpaHWynTL AOCTYN K CaliTaM UK KaTeropusiM CaiiTos, KOTOPbIE ABNAOTCS HEXeNaTemnbHbIMI,
nnbo onacHbIMK Ans AeTeit;

2. BxkniouuTb GpunbTpoBaHme NoMCKoBbIX 3anpocos B inaekc, Google, Bing (B noucke 6yayT
6NOKMPOBATLCA ONACHbIE PECYPChI);

3. HacTpouTb 0CTYN B MHTEPHET N0 PacnucaHuio, BbIGPaB AHN HELENN U Yachl, B KOTOPblE
MOBUNbHbIN MHTEPHET Ha ycTpoiicTee pebeHka 4OCTyNeH/HefoCcTyneH;

4. [Inst 3KOHOMUM HTEPHET-Tpaduka CHOPMUPOBATL CMINCOK 3aMpPelLeHHbIX/PaspeleHHbIX
dopmaToB Paiinos ANs 3arpysku U3 NHTepHeTa (M306paXkeHns, My3blka, BUAEO, LOKYMEHTbI);

Tpy ycTaHOBKE PaCLIMPEHHOI CBA3KN MeX 1y HOMepaMu J0CTYNHa UCTOPUSi NPOCMOTPEHHDIX 1
3abNOKMPOBaHHbIX CaifToB.

YnpasneHue HacTpoiikamu ocyllecTsnseTcs B unTepdeiice no agpecy: lk.mts.ru/control-interneta.
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IlononHuTenbHas wHdopMaLys ~
«KOHTPONL MHTEpHETa. Pe6eHOKS - YCNyTa, MOGKTIOHGEMAR Ha HOMEP PEBEHK, AN KOTOPOTO
MDUMEHSIOTCR HaCTPOTiKN yCTYri.

«KoHTPONL MHTEpHETa. POUTEN, - YCNyTa, NORKTIONGEMAS Ha HOMEP POTENS, KOTOpHI
YNPABRRET HACTPOMKaMM yCnyTU.

TMogkniosws yenyry «KoHTPONL UkTepHETa. PoauTent MoxHO:
* & JlnsHom kabisete <MTC»;
* & MOBUbHOM npunoX ek Mol MTC;

* HaGpas Ha ycTpolicTae poauTens I IIE Tt

Mexzy HoMepani POUTENs 1 peberKka S3MOXHsI A8 THNa CER30K:

+ 6a308aA CBs3Ka, NOIEONAOLIAR YNPABAATE HACTRO/iKaMN YCTPONCTES peGenka. [1nA yCTaHoBKM
HEOBXOMO NOAITBEPKAEHIE Ha CEPBICHO SMS-Co0BUIEHNE;

* pACWWDEHHas CBA3KE NOMIMO YNIPABNEHNS HACTPOJIKaMM, MO3B07IRET NPOCMATPHBATS HCTOPHIO.
MPOCMOTPEHHbIX 1t 386TIOKUPOBAHHBIX & PaMKaX OKa3aHW YCy Tyl CaiiTos. Homepa pomuTens i
peBenka AonXHI GuiTs OOPMEHS! Ha OAWH AMUSEOT CHET W Ha OTIHOTO U TOO Xe A6OHEHTa
(MpoBEpKa N0 NACMOpTHAIM AaHHEIM Enanenbua Homepa). lPOSEPKa SaHNMBET 10 TPex Aned.

B MOMEHT YCTaHOBKM CBA3KH MEXAY HOMEPaMM PORUTENS 1 PEBEHKa ONNaTa NEPEHOCHTCA C
HOMepa peGerka Ha HOMEp pomuTens.

Ecnny ponuTens ycTanoenewa censs C AByMs 1 G0nee AEToMY - NNaTA BIUMAETCA 33 KEXOTO
pebetka.

O6paLaem Balue BHAMAHUE, 4TO HACTPOWTS YCAYTY HeOBxomuMo & Tevenue 30 aveii nocne Toro,
KaK Ha HOMep popuTens Ao6asnena ycnyra <KoKTpONL MkTEpHETa. popuTens». Ecan & Tevenue 30
BHeil He Gbin A06aBNEH HOMEDa PeGeHKa, yCnyra <KOHTPON MHTEPHETA. PORVITENE» YAANAETCSH C
Homepa. Mpi HEOBXOMMMOCTI €€ BCETAa MOXHO MOTKAISWTS OBTOPHO.

Cepauc «KoHTPONb HHTepHeTa»:

* UTPYeT TPAGWK TONBKO MU HEXOXAEHNN Ha TEPPUTOPHM Poccuiickoi beaepaumi.

* e rapaHTUpyeT GROKWPOBKY NP BIXORE & UHTEpHET Yepes Wi-Fi wnu venonszosanin

~RONONHMTeNBHEIX NPOTpaNMHBIX cpencTs - VPN, npoke 1 T.A.

* s3aumonckniouaema c yenyramn <[locTyn K IPVG», Y4acTHIK rpynnei» (HemocTynka ana
aG0HeHTa, KOTOpHII RENRETCH AKUENTOPOM & PAMKaX ycnyr «EavHii ukTepHeT uh «O6wwMi
nake).

OTKRIOWTS YeRYTy «KOHTPOMb HHTEPHETa. PORNTEb» Bbi MOXETE & JIN4HOM KaGnHeTe «MTC» wan &
MOGUREHOM NpAnOXeHIN «Moii MTC».

Iins oTkniosenns ycnyrin «KOHTPOM UkTEpHETa, PeGEHOK» B1aReNblLy HOMEDA, Ha KOTOpOM
nomKNIodEHa YCRyTa, HEOBXOANMO OBPATUTECSH & Canok — Maraauk MTC ¢ nacnopTom n HanucaTs
3aREneHIIE Ha OTKMIOYEHIE.




